MID TERM 1 EXAMINATIONS 2019
S.3 COMPUTER STUDIES 840/2
PRACTICAL
Duration: 1%/ Hours
Instructions:
e All Numbers are compulsory

1.1

a) (i) using Type the text as it is and Save this work in your folder as “Judy Malware” (05

marks)

Millions of Android phones hit by "‘Judy' malware

Researchers at Check Point said they found the malware, dubbed Judy, on about 50 apps in

Google's Play Store.

The apps contain code that sends infected devices to a target webpage, where they generate

fraudulent clicks on the site's adverts to make money for its creators.
The infected apps have been removed from the Play Store.

More than 40 of the apps were from the South Korean developer,Kiniwini, which publishes

games to the Play Store under the name Enistudio.

The games, all of which feature a character called Judy, have been downloaded between four
million and 18 million times.

Source: BBC online

Required:

(if) Copy and paste it to the next page and apply the changes on the duplicate copy. (02
marks)

(iii) Make the heading Center aligned, uppercase, font color green. (03 marks)

(iii) Apply a three lines drop cap on the first letters of second and last paragraphs. (02 marks)
(iv) Insert your full name as the Header and your index number as the footer. (02 marks)
(v) Insert a footnote after the word play store include this message
“The apps got past the Play Store's protection system, Google Bouncer, because they do
not contain the malicious part of the Judy code.” (02

marks)


http://blog.checkpoint.com/2017/05/25/judy-malware-possibly-largest-malware-campaign-found-google-play/

(vi) Apply a background of any texture of your choice and include a watermark “MALWARE”
(02
marks)

(vii) Put a 3pt broken line border around the first page (01

mark)
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